Payroll Misconduct Decision Tree
A Step-by-Step Guide to Handling Employee Payroll Misconduct
	STEP 1: Initial Assessment

	Have you become aware of potential payroll misconduct?

	✓ Timesheet fraud or falsification
✓ Unauthorized payroll data access
✓ Leave abuse or false medical certificates
✓ System manipulation

	→ DO NOT alert the employee yet
→ Proceed to Step 2



	STEP 2: Secure Evidence

	Gather and preserve all evidence BEFORE alerting employee

	□ Electronic time records with timestamps
□ Security footage
□ System access logs
□ Medical certificates (secure copies)
□ Email/message trails
□ Calculate financial impact

	→ Evidence secured? Proceed to Step 3



	STEP 3: DECISION POINT - Assess Severity

	Is the evidence conclusive? What is the severity?



	PATH A
	PATH B
	PATH C

	Minor/First Offense
• Small discrepancy
• No pattern
• Minor impact
	Serious Misconduct
• Significant fraud
• Data breach
• Deliberate pattern
	Insufficient Evidence
• Circumstantial only
• Unclear
• Need more info

	→ Go to Step 4A
	→ Go to Step 4B
	→ Go to Step 4C



	STEP 4A: Minor Misconduct Process

	1. Notify employee in writing of allegations
2. Provide evidence copies
3. Schedule meeting (48hrs+ notice, support person allowed)
4. Conduct meeting and listen to explanation
5. Make decision

	OUTCOME: Written Warning + Expectations
Document in writing. Monitor for improvement.



	STEP 4B: Serious Misconduct Process

	Consider Suspension on Full Pay (if access to systems/data)

	1. Suspend on full pay if necessary (not disciplinary)
2. Revoke system access immediately
3. Notify employee in writing with specific allegations
4. Provide all evidence copies
5. Give minimum 48 hours to prepare
6. Schedule investigation meeting (support person allowed)
7. Genuinely consider their explanation
8. Make decision with reasons documented
9. Seek legal advice before dismissing

	POSSIBLE OUTCOMES:
Final Warning OR Dismissal (if trust irretrievably broken)



	STEP 4C: Insufficient Evidence

	• Gather more evidence if possible
• If evidence remains weak, do not proceed
• Strengthen systems to prevent future issues
• Monitor situation closely

	OUTCOME: No Action (but improve controls)



	STEP 5: If Proceeding with Dismissal

	CRITICAL CHECKLIST BEFORE DISMISSING

	□ Evidence is clear and documented
□ Employee had full opportunity to respond
□ You genuinely considered their explanation
□ Misconduct is serious enough to warrant dismissal
□ You considered alternatives (warnings, training)
□ You have sought legal or HR advice
□ Dismissal letter prepared with reasons clearly stated

	REMEMBER:
• Pay all entitlements (wages + accrued leave)
• Cannot deduct overpayments without agreement/court order
• Document everything for 7+ years
• Employee has 90 days to raise personal grievance



Key Legal Requirements Throughout Process
✓ Employment Relations Act 2000: Requires good faith and fair process
✓ Wages Protection Act 1983: Limits deductions from wages
✓ Privacy Act 2020: Governs handling of payroll data and investigations
✓ Holidays Act 2003: Defines leave entitlements
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